
Overview

According to the latest survey by Ernst & Young’ Global Information Security Survey 2013, with informa-
tion security functions not fully meeting the needs in 83% of organisations, 93% of companies globally 
are maintaining or increasing their investment in cyber-security to combat the ever increasing threat from 
cyber-attacks. As companies continue to invest heavily to protect themselves against cyber-attacks, the 
number of security breaches is on the rise, and it is no longer of question of if, but when, a company will 
be the target of an attack.
Hence, at the top of the IT security agenda for many companies is the question of how to gain complete 
visibility of the security infrastructure and protect key business systems from the on growing attack inci-
dents. Organisations need ensure that they have robust cyber-resilient systems in place which identify risk 
and are capable of responding to security breaches.
4th Annual Information Security Summit aims to unearth leading practices by organisations in directing all 
its effort at becoming resilient.

Key take-aways:

• Detecting and managing threat and vulnerability
• The state of art of BYOD adoption
• How cyber criminals operate?
• Complying with the Personal Data Protection regulations
• Gaining insights into the practical implementation of ISO/IEC 27001 2013

Who should attend?

Chief Information Security Officers, Chief Information Officers, Chief Technology Officers, Chief Operating
Officers, Managing Directors, Vice Presidents, Heads, General Manager, Senior Manager & Manager of:-

• Information Security
• Cybersecurity
• IT Governance
• Information Technology
• Management Information Systems
• Operations
• Cyber Forensics
• Engineering & System Architecture
• IT Audit & Compliance
• Business Continuity
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